Enclosure 1
TASO Responsibilities
1. Responsibilities.

a. DJMS, Case Management Systems (CMS), and MilPayDS (also known as DMO Mid-Tier).

(1) Requestor.

a.	Complete the header information on the System Authorization Access Request (SAAR).

b.	Complete blocks 1-12 on the SAAR.

c.	Include a 4-digit PIN in block 27 of the SAAR.

d.	Forward SAAR to supervisor.

(2) Supervisor.

a.	Review requestor’s portion of the SAAR for completeness and accuracy.  Pay special attention to block 10; ensuring that the date of the IA training is within the past 12 months.

b.	Complete blocks 13-20b of the SAAR.

c.	Mark the appropriate blocks on the appropriate pages to identify the access profiles required.

d.	Uncheck any blocks requesting permissions that are not required by the user.  Do not use a previously approved SAAR without deleting previously requested permissions.

e.	Forward the completed request for signature to the Security Manager along with the employee’s full SSN via encrypted e-mail.

f.	The supervisor will receive the completed SAAR from the Security Manager and forward to the appropriate Local TA/TASO.

(3) Security Manager.

a.	Complete blocks 28-32 of the SAAR.

b.	Return completed SAAR to the Supervisor who will forward to the appropriate local TA/TASO.

(4) Local TA/TASO.
a.	Review the entire SAAR for completeness.

b.	Complete blocks 22-25.

c.	Complete the TASO E-Mail Address field.

d.	Forward the completed SAAR to Defense Finance and Account –Indiana (DFAS-IN) via encrypted e-mail.

e.	Post the completed SAAR to the appropriate folder on the 266th FMC TASO SharePoint site.

f.	Upon receipt of the user ID and completed SAAR from DFAS, post the signed SAAR to the 266th FMC TASO SharePoint site and provide the user with logon information.

g.	Complete a monthly DJMS, CMS, and MilPayDS security review of all user IDs and profiles.

(5) Chief TA/TASO.

a.	Serve as the Local TASO for the 266th FMC and PCE.

b.	Serve as alternate TASO when local TASOs are not available.

c.	Maintain the 266th TASO SharePoint site.

b. DMO Local.

(1) Requestor.

a.	Complete the header information of the appropriate DD Form 2875.

b.	Complete blocks 1-12 on the DD Form 2875.

c.	Forward DD Form 2875 to supervisor.

(2) Supervisor.

a.	Review requestor’s portion of the DD Form 2875 for completeness and accuracy.  Pay special attention to block 10; ensuring that the date of the IA training is within the past 12 months.

b.	Complete blocks 13-20b of the DD Form 2875.

c.	Mark the appropriate blocks to identify the access profiles required.

d.	Uncheck any blocks requesting permissions that are not required by the user.  Do not use a previously approved DD Form 2875 without deleting previously requested permissions.

e.	Forward the completed request to the Data Owner (Chief of Military Pay) for signature.  The Data Owner will return the DD Form 2875 to the supervisor when complete.

f.	Forward the completed request to the Security Manager along with the employee’s full SSN via encrypted e-mail.

g.	The supervisor will receive the completed DD Form 2875 from the Security Manager and forward to the appropriate Local TA/TASO.

(3) Data Owner (Chief of Military Pay).  Complete blocks 21 – 21b of the DD Form 2875 and return to the supervisor for additional action.

(4) Security Manager.

a.	Complete blocks 28-32 of the DD Form 2875.

b.	Return completed DD Form 2875 to the Supervisor who will forward to the appropriate local TA/TASO.

(5) Local TA/TASO.

a.	Review the entire DD Form 2875 for completeness.

b.	Complete blocks 22-25.

c.	Create the DMO Local profile.  The user ID will match the DJMS user ID.

d.	Post the completed DD Form 2875 to the appropriate folder on the 266th FMC TASO SharePoint site.

e.	Provide the user with logon information.

(6) Chief TA/TASO.

a.	Serves as the Local TASO for the 266th FMC and PCE.

b.	Serves as alternate TASO when local TASOs are not available.

c.	Maintains the 266th TASO SharePoint site.

c. Windows Integrated Automated Travel System (WinIATS)/Travel Preparation and Examination System (T-PAX).

(1) Requestor.

a.	Complete the header information of the appropriate DD Form 2875.

b.	Complete blocks 1-12 on the DD Form 2875.

c.	Forward DD Form 2875 to supervisor.

(2) Supervisor.

a.	Review requestor’s portion of the DD Form 2875 for completeness and accuracy.  Pay special attention to block 10; ensuring that the date of the IA training is within the past 12 months.

b.	Complete blocks 13-20b of the DD Form 2875.

c.	Mark the appropriate blocks to identify the access profiles required.

d.	Uncheck any blocks requesting permissions that are not required by the user.  Do not use a previously approved DD Form 2875 without deleting previously requested permissions.

e.	Forward the completed request to the Data Owner (Chief of Travel) for signature.  The Data Owner will return the DD Form 2875 to the supervisor when complete.

f.	Forward the completed request to the Security Manager along with the employee’s full SSN via encrypted e-mail.

g.	The supervisor will receive the completed DD Form 2875 from the Security Manager and forward to the appropriate Local TA/TASO.

(3) Data Owner (Chief of Travel).  Complete blocks 21 – 21b of the DD Form 2875 and return to the supervisor for additional action.

(4) Security Manager.

a.	Complete blocks 28-32 of the DD Form 2875.

b.	Return completed DD Form 2875 to the Supervisor who will forward to the appropriate local TA/TASO.

(5) Local TA/TASO.

a.	Review the entire DD Form 2875 for completeness.

b.	Complete blocks 22-25.

c.	Create the DMO Local profile.  The user ID will match the DJMS user ID.

d.	Post the completed DD Form 2875 to the appropriate folder on the 266th FMC TASO SharePoint site.

e.	Provide the user with logon information.

(6) Chief TA/TASO.

a.	Serve as the Local TASO for the 266th FMC and PCE.

b.	Serve as alternate TASO when local TASOs are not available.

c.	Maintain the 266th TASO SharePoint site.

d. Electronic Document Access (EDA).

(1) Requestor.

a.	Complete the header information of the appropriate DD Form 2875.

b.	Complete blocks 1-12 on the DD Form 2875.

c.	Complete and digitally sign EDA Rules of Behavior.

d.	Forward DD Form 2875 and Rules of Behavior to Supervisor.

e.	Complete the on-line EDA registration.

(2) Supervisor.

a.	Review requestor’s portion of the DD Form 2875 for completeness and accuracy.  Pay special attention to block 10; ensuring that the date of the IA training is within the past 12 month.

b.	Complete blocks 13-20b of the DD Form 2875.

c.	Forward the completed request to the Security Manager along with the employee’s full SSN via encrypted e-mail.

d.	The supervisor will receive the completed DD Form 2875 from the Security Manager and forward the DD Form 2875 and Rules of Behavior to the 266th FMC EDA POC (TASO) located at the Headquarters 266th FMC.

(3) Security Manager.

a.	Complete blocks 28-32 of the DD Form 2875.

b.	Return completed DD Form 2875 to the Supervisor who will forward to the appropriate local TA/TASO.

(4) 266th FMC EDA POC.

a.	Verify completeness and accuracy of the DD Form 2875 and the Rules of Behavior.

b.	Post DD Form 2875 and Rules of Behavior to the 266th TASO SharePoint site.

c.	Approves/Disapproves the user’s on-line request.

e. ODS.

(1) Requestor.  Complete the ODS on-line registration and forward to the appropriate supervisor.

(2) Supervisor.  Complete the supervisor’s portion of the on-line system access request and forward to the appropriate TASO from the drop-down list.

(3) 266th FMC TASO.  Approves/Disapproves the on-line system access request and forwards to the appropriate security Manager from the drop-down list.

(4) Security Manager.  Complete the Security manager portion of the on-line system request and forward as appropriate.

f. On Base.

(1) Requestor.

a.	Complete the header information of the appropriate DD Form 2875.

b.	Complete blocks 1-12 on the DD Form 2875

c.	Forward DD Form 2875 to supervisor.

(2) Supervisor.

a.	Review requestor’s portion of the DD Form 2875 for completeness and accuracy.  Pay special attention to block 10; ensuring that the date of the IA training is within the past 12 month.

b.	Complete blocks 13-20b of the DD Form 2875.

c.	Forward the completed request to the Security Manager along with the employee’s full SSN via encrypted e-mail.

d.	The supervisor will receive the completed DD Form 2875 from the Security Manager and forward the DD Form 2875 to DFAS-IN for account creation.

(3) Security Manager.

a.	Complete blocks 28-32 of the DD Form 2875.

b.	Return completed DD Form 2875 to the Supervisor.

(4) Local TASO.  There are no TASOs in Europe for On Base.  This function is performed solely at DFAS-IN.

g. OTCnet.

(1) Requestor.

a. Complete the header information of the DD Form 2875

b. Complete blocks 1-12 on the DD From 2875.

c. Forward DD Form 2875 to supervisor

d. Complete all on-line training for requested roles.  http://www.fms.treas.gov/otcnet/training/wbt/course_FMSOTC/index.htm

e. Forward all training certificates to supervisor with DD Form 2875.

(2) Supervisor.

a. Review the requestor’s portion of the DD Form 2875 for completeness and accuracy.  Pay special attention to bock 10; ensuring that the date of the IA training is within the past 12 months.

b. Complete blocks 13-20b of the DD Form 2875.  (NOTE: Block 13 MUST identify the required role(s) and the current position that necessitates access.)

c. Forward the DD Form 2875 to the security manager.

d. Upon receiving the DD Form 2875 back from the security manager, the supervisor will forward the DD Form 2875,  the Army OTCnet user spreadsheet, all training certificates, cashier orders (if necessary), and any other documentation to support the request to the TASO.

(3) Security Manager.

a. Complete blocks 28-32 of the DD Form 2875.

b. Return the completed DD Form 2875 to the supervisor.

(4) IMO/TASO.

a. Review 2875 for completeness.

b. Input the user account request to FMS Single Sign On.

c. Maintain 2875, OTCnet Army User spreadsheet, training certificates, orders, etc. until one year after the account is deleted.

(5) IC.

a. Verifies all required documentation.

b. Approves the user account request.

h. General Fund Enterprise Business System (GFEBS).  Standard workflow path for access approval and role assignment in GFEBS.

(1) Supervisor - NEW USER REQUEST -
	
a. DD FORM 2875; Part I  Supervisor. Part II  OIC / Director / Government Sponsor, Part III  Security Manager

b. Delegate GFEBS Roles Crosswalk with site requirements; insure mission required roles are delegated and all separation of duties have been maintained.

c. Verify training, collect certificates for training; training must be complete prior to roles being requested.

d.	Verify security POC LN or US, who holds the security paperwork.

e.	Submit package via e-mail.

	Supervisor – USER CHANGE ROLES Request -
	
a. Delegate GFEBS Roles Crosswalk with site requirements; ensure mission required roles are delegated and all separation of duties have been maintained.

b. Verify training, collect certificates for training; training must be complete prior to roles being requested.

c.	Verify security POC LN or US, who holds the Security Paperwork.

d.	Submit package via e-mail.

(2) POC Stage.

a. Validate package received.

b. Enter all relevant data into the GFEBS (Governance, Risk, Compliance (GRC) Access Control Portal.

c. Insure proper Separation of Duties (SOD) (validated inside the GRC program) correct prior to submission.

d. Gather any required command waivers for training, LN Pecuniary Liability, and SODs.

e. Submit package into GRC as attachment.

f. Track package through the GRC process.

g. De-conflict issues as they arise and cancel/re-submit request as needed.

(3) Role Approver Stage.

a. Check and verify Separation of Duties and SOFA issues.

b. Verify roles for completeness.

c. Approve or reject request.

d. Notify POC for further action if needed.

(4) Security Manager (FSO) Stage.
	
a. Check and verify clearance, LN BGC, SOFA issues, and grant access.

b. Approve or reject request.

c. Notify POC for further action if needed.

(5) Training Coordinator Stage.

a. Check and verify training and grant access.

b. Approve or reject request.

c. Notify POC for further action if needed.

(6) SAP Security Stage.

a. Check and verify all the above and grant access.

b. Approve or reject request.

c. Notify POC for further action if needed.

i. Deployable Disbursing System (DDS).  To be completed by a disbursing TASO.

j. CashLinkII.  To be completed by disbursing TASO.

k. Commercial Accounts Processing System (CAPS).  To be completed by a CAPS TASO
l. Italy Local National Pay System.  To be completed by a TASO for this system.

2. Account Deletions.  All supervisors are required to complete and sign DD Form 2875s for all departing employees within 24 hours of employee departure.  A separate DD Form 2875 is required for each system (use separate SPRs for DJMS, CMS, and MilPayDS).

3. TASO Deletions.  TASO deletions are performed in the same manner as normal account deletions with the incoming TASO forwarding the SAAR/DD Form 2875 to the appropriate agency for account deletion if the account cannot be deleted locally.
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