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Classification (top/bottom, center, all pages)
UNCLASSIFIED/FOR OFFICIAL USE ONLY
(when filled in)
Form number and date (bottom, left, all pages)
AE FORM 25-1-5A, MAY 2013
Form version (bottom, right, all pages). This is the Adobe LiveCycle Designer (LCD) version of the form.
LCD Vers. 01.00
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ENHANCED TRUSTED AGENT (ETA) REPLACEMENT TOKEN REQUEST
(AE Reg 25-1-5)
Data Required by the Privacy Act of 1974
Authority: 10 USC 8013 and EO 9397.
Purpose: A vehicle to control NSS token replacements.
Routine use(s): To minimize mission interruption.
Disclosure: Failure to provide requested information may result in disapproval.
1. User Information
Last name
First name
Middle initial (MI)
EDIPI
Secret Internet Protocol Router (SIPR) e-mail address
Status
This is a very
important
person (VIP)
Failed token serial number
New token serial number
User ID
Grade
Organization
Duty telephone number
2. Enhanced Trusted Agent
User must be present when token is created.
Last name
First name
Duty telephone number
SIPR e-mail address
The undersigned--
a. Understands that the user must be present when the new token is enrolled.
b. Understands that the user must set the initial PIN when the token is enrolled.
c. Understands that the failed token must be mailed back (registered mail) to the local registration authority (LRA).
d. Understands that only the user is authorized possession of both the token and the PIN.
e. Will ensure this form is returned to the LRA immediately following enrollment.
Date signed (YYYYMMDD)
Enhanced trusted agent signature
3. Local Registration Authority (LRA)
Last name
First name
Duty telephone number
I authorize the release of certificate registration instructions to the trusted agent for token creation and
PIN generation in the presence of the user.
Duty location
Date signed (YYYYMMDD)
LRA signature
4. User Signature
The undersigned--
a. Validates that he or she is the creator of the PIN during enrollment.
b. Understands that he or she is the only person authorized possession of both the token and the PIN.
Date signed (YYYYMMDD)
User signature
5. Certificate Registration Instructions
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