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AE FORM 25-2A, OCT 10
This edition replaces AE Form 25-2A, Oct 09,
subject: Network User Agreement and Account Request, which is obsolete.
Vers. 01.00
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ARMY IN EUROPE FOREIGN LIAISON OFFICIAL
UNCLASSIFIED NETWORK ACCESS REQUEST
(AE Reg 25-2)
Data Required by the Privacy Act of 1974
Authority: 10 USC 8013 and EO 9397.
Purpose: To control foreign liaison official (FLO) access to unclassified Army in Europe (AE) networks.
Routine use(s): To grant FLO access to unclassified AE networks.
Disclosure: Failure to provide requested information may result in disapproval.
User Information
Name of requester (last, first, MI)
Grade
Organization
 
Country of service
Country code
designator (3-letter)
Effective date of
account (YYYYMMDD)
Request valid
through (YYYYMMDD)
Unit Security Manager
The undersigned--
    a. Validates access requests and ensures network users have current background investigations and/or security clearances.
    b. Ensures compliance according to prescribed personnel security procedures.
Name (last, first, MI)
Grade
Duty telephone
Date (YYYYMMDD)
Signature
Unit Information Assurance Manager
The undersigned certifies the information entered on this form is accurate and complete and--
    a. Verifies the AE Acceptable Use Policy is completed.
    b. Validates the information assurance (IA) training.
    c. Verifies the account is properly created in the active directory (AD) and the expiration of that account is set to 12 months after the date the requester completes the IA awareness training, or that the account is set to expire when not longer needed, whichever is sooner.
    d. Verifies and documents annual training is accomplished and the account expiration date in the AD is updated and accurate.
    e. Maintains this form until the user leaves the unit.
Name (last, first, MI)
Grade
Duty telephone
Date (YYYYMMDD)
Signature
Supervisor/Commander
The undersigned certifies the requester requires network access to perform his or her assigned duties and network access is in the best interest of the Department of the Army according to AR 25-2, paragraph 4-15.
Name (last, first, MI)
Grade
Duty telephone
Date (YYYYMMDD)
Signature
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