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Procedures for Requesting, Issuing and
Deleting Defense Civilian Pay System (DCPS)
USERIDs
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General Information/Instructions

All agpointed timekeepers are required to have access to the DCPS payroll
database.

Please follow the instructions contained on the next slides for use in
completing the necessary USERID request forms.

Security Awareness Training must be completed before a USERID can be
iIssued.” Once completed, print the certificate of completion. Follow this link
to complete the training:

https://cust-support.dfas.mil/dcps/security/index.htm

Forward securltsyé awareness certificate, completed forms (DD Form 2929
and DD Form 2875), and the Host National Europe NACI waiver _
memorandum, if applicable to your servicing DCPS Customer Service
Representative.

The DFAS approval process takes approximately 10 business days.

Once the application has been approved, DFAS will contact the timekeeper
directly, via e-mail, and provide the USERID and temporary password.

Timekeepers or their Supervisors should notify the Payroll Office when the
USERID should be deleted!
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Information about the Use of Digital Signatures

Any document with a digital signature must remain in the original electronic
document format so the certificate(s) contained in the signature can be
validated.

Once a document is digitally signed - It must transferred in such a way as to
remain in the electronic format it was signed in (e-mail)

Printing the document, at any time, takes the document out of the original
electronic document format that supports digital signatures. Any previous
digital signatures are, therefore, invalidated.

Scanning a printed copy, even as a .pdf file, will not restore the digital
sighature support or the ability to validate the digital signatures.

If anyone in the approval chain is incapable of digitally signing the
document, then you can't digitally sign any of the document.
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USARNY DD Form 2929 Blocks 1 - 12
[ EUROPE |

DEFENSE CIVILIAN PAY SYSTEM (DCPS) NON-PAYROLL OFFICE ACCESS FORM (Biock 27 continuation of DD Form 2875)

PRIVACY ACT STATEMENT
AUTHORITY: Executive Orders 10450 and 9397 (SSN), Public Law 99-474, The Computer Fraud and Abuse Act (as amended), and 18 U.S.C. Section 1030 (as amended).

PRINCIPAL PURPOSE(S): To record names, signatures, and Social Security Numbers for the purpose of validating the trustworthiness of individuals requesting access to
Department of Defense (DoD) systems and information.

ROUTINE USE(S): In addition to those disclosures generally permitted nndar 511 € © 57227k nf tha Drivacs Aot these records or information contained therein may specifically

be disclosed outside the DoD as a routine use pursuant to 5 U.S ne Uses" set forth at the beginning of DoD's compilation of
systems of records notices apply to this system.

DISCLOSURE: Disclosure of this information is voluntary; howe 1y impede, delay, or prevent further processing of this request.

PART . USER PERSONAL INFORMATION (Tc SR, or the user's supervisor/government sponsor)

1. NAME (Last, First, Middie Iniial] AGENCY/MA. ANT
q‘\GENCY copE| AR MAJOR CLAIMANT

CODE:
[ Jemmwan(e) [ | CONTRACTOR(R) | | MILITARY (M) FOREIGN NATIONAL (F)
- Mew users must comnlefe this course hefore rrg;uesﬁng

TEEEEE, | have completed the DCPS Security Awareness Online Course. D3 -
PART Il. USER ACCESS INFORMATION (To be completed by the user, an authorized CSR, or the user's supenvisor/government sponsor.)

6. DATABASE DESI (X ali that apply for a payroll office and enter designator({s) in column 13. A different form must be submitted for each payroll office.

I:IGPI I:IOM x| zFa | | zZFR | | zka | | ZKE | | zra | | zpv I:IZGT I:IZLO | | zrB | | zPD | | zpH

9. SITE INDIESTDR CODE DCPS use Onl
" mASesIoe T

12. USER TYPE (X one): Enter ONLY -ding: | AUTHORIZATION TYPE (Enter in Column 15):] AUTHORIZATION NUMBER (Enter in Column 16):
) . M - CSR MER Clerk (non-SF50) CSR group or "All" for all groups within CSR site
I:l ESIGSsmeRSenvicel Representative P - CSR Tables Maintenance (Leave Column 15 blank)
- CSR group or "All" for all groups within CSR site
T - Time and Attendance T&A group or "all” for all groups within T&A site
I:l B - Combined Duties Re CSR group or "All" for all groups within CSR site
{(CDR (CSR and T&# Leave Column 15 blank)

&A group or "All" for all groups within CSR site
CSR group or "All" for all groups within CSR site

(Leave Column 15 blank)
I:l I- Enhanced CSR (ECS (Leave Column 15 blank)

(Leave Column 15 blank)
{Leave Column 15 blank)

I:l C - T&A Certification Activity code or activity and organization codes

I:l P - Human Resources Oh. CSR group or "All" for all groups within CSR site

Anency rode/mainr claimant cnde
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DD Form 2929 Blocks 13 - 19

12. USER TYPE (¥ one): Enter ONLY corresponding:

AUTHORIZATION TYPE (Enfer in Colurmn 15):

AUTHORIZATION NUMBER (Enter in Column 16):

I:I E - Customer Service Representative (CSR)

M - CSR MER Clerk (non-SFS50)
P - CS5R Tables Maintenance
V- CSR Wiew

CSR group or "All" for all groups within TSR site
(Leave Column 15 blank)
CSR group or "All" for all groups within CS5R site

-/

c
L T - Time and Attendance (T&A)

T - T&A Site Clerk

TEA group or "all" for all groups within T&A site

I:l B - Combined Duties Represemtative
(CDR {(CSR and T&A))

M - CDR MER Clerk (non-SFS0)
P - CDR Tables Maintenance

T - COR T&A Site Clerk

V- CDR WView

CSR group or "All" for all groups within TSR site
{Leave Column 15 blank)

TEA group or “All" for all groups within CSR site
CSR group or "All" for all groups within TSR site

|:| | - Enhanced CSR (ECSR (CSR and T&A))

|:| C - T&A Certification

M - ESCR MER Clerk (non-SF50)
P - ESCR Tables Maintenance

T - ESCR T&A Site Clerk

V - ESCR Wiew

{Leave Column 15 blank])
(Leave Column 15 klank)
(Leave Column 15 klank)
(Leave Column 15 klank)

C - T&A Site Tertifiar

I:I P - Human Resources Office (HRO)

M - HRO ME
L - HRO Le:
V- HRO Wie
N - PRO Vie

[ ] o- Remots Disbursing Office (RDC)

D - RO Report Printing

Artivite enude e activibe and aensndisation codae

RO site

I:I WV - Accounting

J - Accounting Techmir

(Leave Column 15 blank)

ACTION CODE (Enferin Columnn 13): A - Add C - Change D - Delete

13. ACTION CODE 14. DATABASE

15. AUTH TYPE

16. AUTH " _. i13. ACTION CODE

14. DATABASE | 15. AUTH TYPE | 16. AUTH NO.

A FEA T

| accept the respo
| understand that my
information containe
system may be mon
media and output ar
suspicious threats a
access granted. 1w,

security training current. | agree 10 NOUTY INe e,

Ilﬁ. Authorization number, I|

ted
of

SSUSd My acCcountis) wnen access IS o onger required.

. Digital signature

18. DATE (¥ Yy ¥ -MM-O0)

Date approved

19. SUPERVISOR APPROVAL {Complefed by user's supendisor or government sponsor)

a. CERTIFICATION OF NEED-TO-KMOW

[ ] I certify that this user requires access as requested in block 13 of the user's DD Form 2875.

h _SUUPERWVISOROWERRMERMT SPORMSOE S FLILL_KMMARME

Supervisor ‘s name in print

o SIGHMATLIRE

Supervisor Digital Signature
IMPORTANT: Submit this formn with the user's DD Form 2875 "System Authorization Access Request (SAAR)".

dl DRAT = o e WA T

Date approved

DD FORM 2929, NOV 2010

PREVIOUS EDITION IS OBSOLETE.

Page 1 of 3 Pages
as g

e Designer 8.0

I Reset
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DD Form 2875 Blocks 1 - 13

SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

D

|
\
L

AUTHORITY: Executive Order 10450, 93597, and Public Law 99-474, the Computer Fraud and Abuse Act.
PRINCIPAL PURPOSE: To record names, signatures, and other identifiers for the purpose of validating the trustworthiness of individuals requesting

R e e

=1 | EM MAME (Flafform or Appiicaiions) [ LOCATION (Phy

PART

PRIVACY ACT STATEMENT

access to Depariment of Defense (DoD) systems and information. NOTE: Records may be maintained in both electronic
andfor paper form.

IEIMIWWMMMIH=NID any; however, failure to provide the requested information may impede, delay or

PE QOF REQL) : ; DAT___..___._.__. .
DUSERID "’ Date of applica

Required information

If Digital signature is utilized then supervisor and security manager signature must be digitalized
as well
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USARNY DD Form 2875 Blocks 14 - 20

[ EUROPE |
: REQUIREL:

X AuTHoRIZED [_]PRIVILEGED

15. USERREQUIRESACCESSTO: (] UNCLASSIFIED | [ | CLASSIFIED (Speciy category)

[ JotHer

16. VERIFICATION OF NEED TO KNOW 16a. ACCESS EXPIRATION DATE (Contractors must specify Company Name,

Contract Number, Expiration Date. Use Block 27 if needed )
| certify that this user requires access as requested. ﬁ

17. SUPERVISOR'S NAME (Frint Namea) | 18. SUPERVISOR'S SIGNATURE 19. DATE (YYYYMMDD)
SupervisorName |

20. SUPERVISOR'S ORGANIZATION/DEPARTMENT 20a. SUPERVISOR'S E-MAIL ADDRESS 20b. PHONE NUMEER

[Supmrisur Organization ] supevisor emai] address

20, Supervisor's organization/department.

21. SIGNATURE OF INFORMATION OWNERIOFPR 21a. PHONE NUMBER 21b. DATE (¥YYYYMMDD)

22. SIGNATURE OF |IAQ OR APPOINTEE 23, ORGANIZATION/DEPARTMENT | 24. PHONE NUMEER 25. DATE {vyyymuDD)
DD FORM 2875, AUG 2009 PREVIOUS EDITION IS OBSOLETE. Adobe Professional 8.0
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DD Form 2875 Blocks 26 - 32

fipt

Z26. NAME (Last, First, Mirddile Trrfial)

T - I T ITNAAL TN O TRIVEAS T TN (AT LTy Fail i 30O F e Lror by

PART Il - SECURITY MANAGER VALIDATES THE BEACKGROUND INVESTIGATION OR CLEA

28. TYPE OF INVESTIGATION

28a. DATE OF INVES

28b. CLEARANCE LEVEL

28c_IT LEVEL DESI
[ JLEVELI

29 VERIFIED BY (Frint name)

30. SECURITY MANAGER
TELEPHONE NUMBER

31_SECURITY MA

)

_etlill [ [rLEVEL I

_d SIGNATURE 32. DATE (YYYYNNDD)

PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION

TITLE: SYSTEM

ACCOUNT CODE

DOMAIN

SERVER

APPLICATION

DIRECTORIES

FILES

DATASETS
DATE PROCESSED PROCESSED BY (Print name and sign) DATE (YYYYNNDLD)
(YYYYMRDD)

—

(YYYYMRMOD) —

DATE REVALIDATED REVALIDATED BY (Frint name and sign)

DATE (YYYYNMDLD)

DD FORM 2875 (BACK), AUG 2009

STRONG SOLDIERS, STRONG TEAMS!

UNCLASSIFIED

USERID Procedures

As of 19 Dec 11




UNCLASSIFIED

Host National Europe NACI waiver memorandum (Sample)

fipt

Date

MEMORANDUM FOR HQ USAREUR G1, Civilian Personnel Directorate
ATTN: DCPS Support Office

SUBJECT: Request for Waiver of the National Agency Check with written Inquiries (NACI) requirement for

1. Request a waiver of the National Agency Check with written Inquires (NACI) requirement for access to the Defense Civilian Payroll System
(DCPS).

2 is a German Local National employed by the US Army who has been appointed as a timekeeper for US Civilian
employees. Therefore, in order for this employee to perform the assigned duties as a timekeeper, request access to DCPS be granted.

3. A Local National Screening was conducted on with favorable results. This is equivalent to a NACI for German Nationals and
is in accordance with the NATO Status of Forces Agreement (SOFA) and Army in Europe Regulation 604-1.

4. 1 understand that | am responsible for the actions of these users in DCPS.

STRONG SOLDIERS, STRONG TEAMS! UNCLASSIFIED USERID Procedures As of 19 Dec 11



